
Business challenge
One of the biggest challenges organisations face is staying familiar with the latest security 

threats. Regulatory compliance is coming in some countries, and a data breach can lead to 

fines and loss of reputation for an organisation. 

Security isn’t just a technical problem. It’s also a people problem, and keeping an 

organisation secure requires that all people in that organisation have an awareness 

of security. With the advent of home working becoming commonplace, the distinction 

between work and personal life is becoming blurred. Thus employees must know how to 

behave securely in general, not just specifically at work.

Insight Security Awareness Assessment

Our partner

Related Services 
 • Insight Security Configuration  

Maintenance Service

 • Managed SIEM & SOC Service

 • Managed Office 365

Certification 
 • Microsoft Advanced Specialisation  

Adoption & Change Management

“With all the changes observed in the cyber threat landscape  
and the challenges created by the COVID-19 pandemic,  

there is still a long way before cyberspace becomes a  
trustworthy and safe environment for everyone.” 1

Solution Brief

1. ENISA Threat Landscape The Year in Review From January 2019 to April 2020 – European Union Agency for Cybersecurity. Published October 20th, 2020.
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Why Insight?  
Today, technology isn’t just supporting the business; it’s becoming the business. At Insight, we help you navigate complex challenges to 

develop new solutions and processes. We will help you manage today’s priorities and prepare for tomorrow’s needs.

About Insight
At Insight, we define, architect, implement and manage Insight Intelligent Technology Solutions that help your organisation run smarter. We 

will work with you to maximise your technology investments, empower your workforce to work smarter, optimise your business and create 

meaningful experiences.
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Our solution   
We help clients with the human element of security. Insight assists 

by creating a baseline from the client’s current situation, selecting 

and creating sponsors, setting up security champions, creating a 

training program, developing a communication plan and all other 

aspects of change and resistance management.

Service components
 • Kick-off workshop

 • Creation of a baseline including an attack simulation to check 
current status (Microsoft specific) 

 • Analysis of baseline

 • Best Practice Workshop 

Business outcome
We will help the client build and implement a security  

awareness strategy plan.

Benefits
Employees are educated based on current events in the security 

industry. As the security awareness assessment is based on the 

latest security threats, this leads to less risk of being compromised 

and having a data breach.

Staying compliant with regulations ensures that company 

reputation is maintained.


